
FbF® MemberSAFE
Part of the FbF® Demographica Identity Suite

The FbF ® Demographica Identity Suite is a collection of basic identity management 
applications that allow organizations to verify the identities of its constituents (clients, 
employees, visitors, donors, etc.) 

Easily configured and operated, Demographica uses biometric technology to quickly and 
accurately match the people enrolled in your database(s) as they access your facilities or 
services, making your business S.A.F.E. (Secure Accurate Fast Economical).

Keep Constituents Safe and Records Clean

When knowing and being able to confirm the exact identity of members, clients, associates, beneficiaries, or 
employees is mission-critical, MemberSAFE will help you avoid the cost and risk of serving unauthorized people. 
FbF MemberSAFE helps you manage the information and identities critical to your organization’s relationship to the 
people it serves, employs, or sells to. 

MemberSAFE will identify: 
Employees/ Contractors
Customers
Club and gym members
Visitors
Homeless people
Inmates
Government benefit recipients
Patients
Many more applications

Benefits

• Improve organizational productivity
• Eliminate sign-in/sign-out sheets
• Guarantee the identity of your organization’s guests,

members, or beneficiaries
• Know who is on campus at all times at a glance
• Improve internal communication and customer

service
• Eliminate duplicate records

• Meet compliance and regulatory requirements

• Save time and money

Features

• Identify constituents with finger biometrics, facial
biometrics, and/or a unique PIN

• Data import and exporting capabilities
• Customizable information fields
• Popup notes for special instructions, warnings or

messages
• Emails and text messages upon donor check-in
• Track time and attendance



Minimum Technical Requirements

Operating System All versions of Windows 7 and higher, both 32 & 64 bit 
Processor Intel i3 or AMD Turion II recommended. Lesser performing processors are acceptable, but may lead to 

performance degradation 

Memory 2 GB minimum, 4 GB recommended 
Hard Disk 300 MB available hard disk space minimum, 500 MB suggested to allow for database growth 
Display 1280 x 720 minimum resolution 
USB Requires up to 3 available USB ports for fingerprint scanner, biometric dongle and 2D Barcode Scan-

ner
Network Requires an internet connection for installing the latest windows updates and windows installers.  En-

terprise version requires network capability
Software Adobe Reader and Current Windows Updates Recommended – Latest Service Packs Required
Hardware USB 2D Barcode Reader capable of reading QR Code and PDF417 barcode formats (If applicable)

One-click Member List 
Visibility


